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TYPE OF ACCESS REQUIRED:  NEW _____ MODIFY _____ DELETE _____RE-NEW _____

LIST THE TMS(TEC) YOU REQUIRE ACCESS TOO:  IE:  H-60(AHZ) 




Are you:  Government Employee ___ Contractor ___			Are you a U.S. Citizen: ____________

Please enter the following:
										
___________________________ 	 ____________________________ 		 _________________
LAST NAME				 FIRST NAME 	        			   MIDDLE INITIAL
					
_________________________  		 _____________________________ 
RANK/GRADE			PRD (if military)
		
_______________________________     	 _________________________________
EMAIL-ADDRESS:			  	 PHONE NUMBER COM/DSN/FAX

ACTIVITY ADDRESS: 			 UIC:  ___________________________________
______________________________
______________________________
______________________________
SUPERVISOR/TPOC NAME: ________________________________________________

SUPERVISOR/TPOC SIGNATURE:                                  DATE:  __________________   

CONTRACTING OFFICER’S REPRESENTATIVE (COR) “CONTRACTORS ONLY”
(ALL ITEMS MANDATORY FOR CONTRACTOR PERSONNEL!)
  
CONTRACT #: ___________________________ EXPIRATION DATE: _________________
DATE FUNDS EXPIRE:____________________        

________________________________________________________________
COR NAME	         				 COR ACTIVITY 

________________________
PHONE COMM/DSN/FAX 

COR SIGNATURE:                                            _______ DATE: ____________________________           


**ALL CONTRACTORS MUST RENEW THIS FORM ANNUALLY**
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INFORMATION SYSTEMS SECURITY (INFOSEC) AWARENESS AGREEMENT

1. By my signature, I certify that I have read and agree to the following terms. Failure to do so can result in denial of access to JCMIS computer systems and/or applications. If I have questions relative to security at any time during my employment, it is my responsibility to contact the Information Systems Security Officer (ISSO) or my local site POC for JCMIS access. The terms of this apply to “all” NAVAIR computer systems/networks that I have access to.

2. I will not process classified on any computer system not specifically approved for this purpose and will report any inadvertent/unapproved classified processing to the ISSO or my local site POC for JCMIS access immediately so that the system can be sanitized.

3. I will protect system passwords from unauthorized access and will not share them with co-workers or other persons.  I will change my passwords at least every six months or as required by system operating procedures.

4. I will protect all private key elements of the Public Key Infrastructure (PKI) placed in my control in accordance with the Certification Practice Statement governing the PKI in which I participate. I will immediately report to the ISSO or my local site POC for access disclosure and/or compromise of private keys entrusted to my control.

5.  I will use JCMIS computer systems for official use and authorized purposes in accordance with the Joint Ethics Regulation, paragraph 2-301, Use of Federal Government Resources.

6. I will promptly report to the ISSO or my local site POC any suspicion or confirmed incident of intrusion, malicious code and/or compromise of any U.S. Government computer system.

7.  I will not attempt access to systems or accounts to which I have not been granted access.  

8. I understand that a legally approved logon warning banner must be displayed on all government computer systems. I understand that the use of any computer system processing government data constitutes consent to monitoring.

9. When my need or authorization for accessing JCMIS applications and/or data terminates, and especially at job termination, I will notify the  ISSO or JCMIS POC so system access permissions can be terminated and I will not attempt further access.

10. I understand that violation of any of these rules may be grounds for denial of system use and/or management action or criminal prosecution.  This does not relieve me from complying with other regulations as given in various documents, including the Computer Security Act of 1987 (P.L. 100-235) and NAVAIRINST 5239.2.


______________________________    	 ______________________________    	 ____________________
Print Name	                               	 	 Sign Name		                  	 Date

** Please forward the signed access request to be held on file by the JCMIS REPOSITORY.  **

JCMIS/Aeronautical Time Cycle Management Repository
Attn: Code 6.8.4.3, Bldg 447, Suite 200B
NAVAIRSYSCOMHQ
47060 McLeod Rd. Unit 8
Patuxent River, MD 20670-1626
E-mail: cmis_repository@nmci-isf.com	

	**ALL CONTRACTORS MUST RENEW THIS FORM ANNUALLY**
JCMIS ACCESS REQUEST FORM

                 JCMIS ACCESS REQUEST FORM

User Name  	                               User ID
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